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Set the location of these files for each MASTER.  Configure the lab the way you want it to show up, including all the computers.  Change the file permissions to read only for all staff.
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Put your keys on a file server, in a hidden directory.  I put both keys in the same directory.  Set file permissions to read only.
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Click Manage Permissions.  Give staff / faculty permission.  Only option is full control.  Do not give students permission.
Click Apply, and then OK.  Service will restart.
** For each client (student system, etc) you need to point the client to the key path, and you need to set the permissions to staff / faculty.  
If deploying this software as part of an OS image, you can predefine the key location, but you will need to key in the permissions after each system images.  (Based upon my experience using FOG, and OS images off domain.)
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